3GPP TSG-SA WG2#152E e-meeting
S2-2206879
Elbonia, 17 – 26 August 2022
(was S2-220xxxx)
Source:
Qualcomm Incorporated, AT&T
Title:
KI#5: Evaluation and conclusions
Document for:
Discussion/Approval

Agenda Item:
9.19
Work Item / Release:
FS_EDGE_Ph2/Rel-18
Abstract of the contribution: This paper proposes evaluations and conclusions for KI#5 (GSMA OPG impacts and improvements for EHE operated by separate party). 
1.
Discussion
This paper summarizes some of the solutions addressing Key Issue #5 and proposed a way forward.
2.
Text proposal
It is proposed to agree the following changes vs. TS 23.700-48:
>>>>BEGINNING OF CHANGES<<<<
7
Evaluation

Editor's note:
This clause will capture the evaluations related to the solutions per KI.

7.x
Key Issue #5

The solutions addressing Key Issue #5 can be split into two categories: 1) solutions that enable the discovery of an EAS deployed in another PLMN than the one serving the UE, and 2) solutions that facilitate the edge relocation between PLMNs.
Solutions to enable the discovery of an EAS deployed in another PLMN than the one serving the UE.

This category of solutions encompasses Solution 20, Solution 21, Solution 22, Solution 38 and Solution 40. All solutions assume that the involved PLMNs are part of an GSMA OP federation and/or that there is a controlled inter-PLMN IP connectivity between the PLMN serving the UE and the PLMN hosting the EAS.

Solution 20 is based on the usage of the newly defined Global EASDF which can directly resolve the DNS query sent by the UE to discover the shared EAS (which can be deployed in any PLMN) or can first resolve the DNS query sent by the UE to discover the EASDF able to provide the IP address of the shared EAS. Both options require the UE to be configured with the Global EASDF’s URL and to resolve it to obtain the Global EASDF’s IP address. Because of that these two options are inconsistent with the Rel-17 EAS discovery procedure described in TS 23.548 clause 6.2.3.2.2 (which, on the contrary, assumes that the EASDF’s IP address is provided by the SMF via ePCO during PDU session establishment/modification). In addition, the second option is incompatible with the Rel-17 EAS discovery because it requires the UE to obtain the EASDF’s IP address by sending a DNS query to the Global EASDF, while the Rel-17 EASDF in the PLMN has no role to play.

Solution 22 describes three alternative options: Option 0 (based on the SMF configuration to know the EAS deployment information of the EAS running on other PLMN's edge infrastructure, e.g., IP address range(s)/FQDN(s)), Option 1 (based on the usage of the Shared EASDF which stores the EDI of each EAS running in each PLMN belonging to the federation of OPs) and Option 2 (which relies on inter-PLMN inter-EASDF communication to resolve the DNS Query for an EAS hosted by another PLMN). Option 2 requires storing in the NEF/UDR/SMF/EASDF an additional filtering information (PLMN ID and DNS server address/FQDN filter) for the EAS' deployed in another PLMN – such information is essential to locate the EAS during the EAS discovery procedure. Solution 22 has no impact on the UE, but, depending on the option, it affects the CN entities to different degrees. 

Solution 38 relies on the AF to provide extended EAS Deplyment Information (EDI) which includes N6 traffic routing information to the PLMN hosting the EHE. After having been translated by the NEF of the original PLMN and sent to the PLMN serving the UE, the extended EDI is stored in the UDR of the PLMN serving the UE. The SMF of the serving PLMN can then use such EDI to find the EAS hosted in the other PLMN. Similarly to Solution 22, this solution has no UE impacts.

Solution 40 has a similar concept to Option 2 of Solution 22, in that it forwards the DNS query from the EASDF of the PLMN serving the UE to the EASDF of the PLMN hosting the EHE, if the former cannot find it. Differently from Solution 22 though, the inter-EASDF communication takes place via SMF and NEF. In addition, Solution 40 proposes the use of additional information (S-NSSAI, DNN, UE location and External Group ID) to allow the SMF in the PLMN hosting the EHE to find the proper EASDF.

Solution 21 ensures that an EAS deployed by a certain operator in a VPLMN’s EHE can only be discovered and accessed by the UE of that operator while roaming in local breakout to the VPLMN. To do this, the solution the AF to provide, together with the EAS Deployment Information, the PLMN ID of the EAS owner so that the SMF can match it with the UE’s HPLMN ID when the EAS discovery is triggered. This solution, however, does not seem to address the ENS (Edge Node Sharing) deployment which allows OP B to deploy Edge Computing applications in the OP A's EHE, without restricting the access to it to only OP B’s UEs. 
>>>>NEXT CHANGE<<<<
8
Conclusions

Editor's note:
This clause will capture the conclusions of the study.

8.x
Key Issue #5
To enable the discovery of an EAS deployed in another PLMN than the one serving the UE (e.g., an EAS deployed in a shared EHE), Solution 22 is taken as the basis for normative work with the following clarifications:

-
The sEASDF of a given PLMN need to store filtering information (i.e., PLMN ID and DNS server address/FQDN filters) for each EAS deployed in another PLMN of the federation to determine the forwarding of the DNS query to the proper PLMN. 
-
The selection of the pEASDF can be based on local configuration or on mapping criteria described in Solution 40.

>>>>END OF CHANGES<<<<
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